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Abstract. This paper studies on the automatic fingerprint recognition system, the former three fingerprints are extracted from the suspects, the fourth incomplete fingerprint is extracted in scene. Enhance the quality of fingerprint image through improved algorithm and image preprocessing method, at last matching the fingerprint of the three suspects to the fourth to find the criminal. All papers get the simulation results by matlab.

1 Introduction

Using fingerprint to confirm the identity can be track back to ancient China. At the beginning, fingerprint recognition technology widely applied on the contract, etc, now it began to develop in other areas. The 18th century, Europe's Mayer proposed each person's fingerprints are not the same in the world. In the early 19th century, scientific research found two important fingerprint characteristics: one is the fingerprint ridge lines are different in different finger, another is the pattern of the fingerprint ridge lines will not change all life. Those results were already used in fingerprint recognition of police. In the 20th century, as the computer can process images effectively, it was used to deal with the fingerprint analysis instead of the artificial processing traditionally. By this time, the fingerprint recognition technology reached a comprehensive development stage. At present, fingerprint recognition technology still faces many impediments, especially after the change into a 2 dimension images, some information will be missed, especially the fingerprints extracted is not very complete and clear, for example, lack of some parts, or have scars, twisted, stains, etc, will directly affect the efficiency of fingerprint recognition, which increases the difficulty of feature extraction.

In paper [1], the relative deformations are represented as an average deformation model based on minutiae locations and orientations using 2-D Thin Plate Splines (TPS). Paper[2] shows that the proposed algorithm is more robust and has better binarization performance. In paper [3-5], propounded a new fingerprints matching. Paper [6-7] show that how to enhance the fingerprint image and make it more convenient for the minutiae extraction. In paper [8-10], the thinning algorithm for fingerprint image is studied deeply in these articles. Paper [11-12] introduces a set of algorithms for extracting minutiae from fingerprint image. Paper [13-17] discuss preprocessing algorithm in fingerprint recognition.

The rest of this paper is organized as follows: In section 2, preprocessing of the fingerprint image. In section 3, feature extraction of the fingerprint. In section 4, elimination false of the fingerprints features. In section 5, matching of the fingerprints.

2 Preprocessing of the fingerprint image

The automatic fingerprint recognition system consists of acquisition, preprocessing, feature extraction and matching process fingerprint image, as shown in figure 1.

Figure 1. The automatic fingerprint recognition system.

The original fingerprint images are shown in figure 2:
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It is difficult in the extraction of fingerprint in fingerprint recognition system of police, so high demands in the preprocessing of the fingerprint system than in the company’s fingerprint attendance system. Image preprocessing is the key in the fingerprint identification, it includes: grayscale transformation, binarization, filtration (noise reduction) and refinement.

(1) Grayscale transformation: using matlab's function rgb2gray, the results are shown in figure 3.

(2) The median filtering: median filtering is a pixel grayscale by the adjacent field, output the median pixels (here can also use the median filter). The greater median filtering window, the stronger filtering effected. But with the increase of the window, some of its details will be losted. The (4*4) median filtering is a nonlinear filtering, suitable the nose of granular type and can protect the edge of the image, the results are shown in figure 4.

(3) Binarization: fingerprint image binarization is to compare each pixel, if greater than the threshold value, let the value is 1; if less than the threshold, let the value is 0. After binarization, not only can reduce the amount of data greatly, and the make less interference of the process behind, to simplify the processing greatly, the results are shown in figure 5.

(4) Thinning: fingerprint thinning is reduced the width of crest to a single pixel, get the skeleton of ridge line image process. This process further reduces the data quantity of fingerprint image, clear the form of the crest line, prepared for the feature extraction of the fingerprint. Using matlab function “bwmorph” carries on the thinning, the results are shown in figure 6:

\[ s11= \text{bwmorph}(f13, 'skel',\text{Inf}); \]
\[ s1= \text{bwmorph}(s11, 'spur',8); \]

This statement is to extract the bones of the fingerprint image. The statement is to delete the burr extracted from fingerprint image skeleton.
3 Feature extraction of the fingerprint

Extract the feature points from the elaborated binary image to get the useable image, and then extract the feature point by using the improved image enhancement algorithm, at last matching the thinned fingerprint in the template.

Feature points have six types before the feature point extraction: endpoints, branch points, bifurcation, isolated points, ring and short grain. True and false of the feature points will affect the effect of matching directly, we often do post-processing after feature extraction to eliminate the false feature points, this is what we called the pseudo features. Since there are so many fingerprint characteristics, we only test the feature of bifurcation point and endpoint respectively in this simulation. Considering some information may be missed after the thinning, we use eight neighbourhood algorithm which is the template matching method, but we has made great improvement in the process. The eight neighbourhood method to extract feature points is shown in figure 7:

After fingerprint image change from the gray image into binary image, take point (x, y) for example, judge it is effective pixels or not based on its around eight points in the neighborhood. If the "0", "1" change six times, then it is the bifurcation point; if change twice, it is endpoint. The main algorithm is described as follows:

```
for i=1: t-1
    for j=i+1
        f=sqrt((x(i)-x(j))^2+(y(i)-y(j))^2);
        if d< %Is a distance threshold
            typel(i)=0
            break
        else
            tpel(i)=1;
        end
    end
end
```

4 Elimination false of the fingerprints feature

Elimination false is mainly to remove the fingerprint feature points which do not conform to the characteristics. The false features most in the edge of the fingerprint image, especially as we can see from f4 which is after refining and extraction of characteristic value that the edge of the fingerprint image is all pseudo features. According to these features, we put forward a new method of pseudo: first cut the edge of the image directly; then remove the feature points closed based on distance threshold value method. The main algorithm is described as follows:

```
for i=1: t-1
    for j=i+1
        d=sqrt((x(i)-x(j))^2+(y(i)-y(j))^2);
        if d< %Is a distance threshold
            typel(i)=0
            break
        else
            tpel(i)=1;
        end
    end
end
```

5 Matching of the fingerprints

Observe from f4: the most effective information concentrated in the lower right part of the fingerprint image after elimination false features of f4, thus interception the v4 fingerprint feature image using matlab, clockwise rotation 30 degrees respectively and then matching with the three fingerprints, the purpose is to improve the matching rate. The interception of information is shown as follows in Figure 8.

By using the similarity of the two matrix, comparing matrix elements with the same position:

```
ht211=imcrop(ht2, [I, j, 9, 99]);
2=length(find(ht211-h4==0));% two matrix similarity.
```
Stop when two matrix have similarity 99% and timing the used time by matching, when the program met “tic”, automatically start timing by Matlab, when run to “toc” automatic computing the time between the last “tic”, the matching result is shown in figure 9.

Figure 9. Matching.

6 Conclusion

This paper puts forward some different algorithms and Matlab simulations, simplifies the complexity of preprocessing, improves the accuracy of the feature extraction, strengthens the accuracy of matching.

The results show that the algorithm need long time to the mass of fingerprint recognition system, but have a much higher accuracy for the police. Though enhance the image by the algorithm, fingerprint minutiae can be extract accurately. The false feature points which caused by various reasons removed by different algorithms respectively. These algorithms not only do effect the precision of matching, but also improve the speed of fingerprint image matching recognition and performance.
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